VS Code Remote Development using SSH

Note: This feature is for students using VS Code in their local machine only. If you are using the
systems-lab web interface or the lab machine, you don’t have to follow the following process.

Visual Studio Code Remote Development Extension Pack allows you to open any folder in a
container, and take advantage of VS Code’s full feature set.

Requirement:
A supported OpenSSH compatible SSH client must be installed.
VS Code must be installed.

Windows: Git bash
MacOS: Comes pre installed
Debian/Ubuntu: run “sudo apt-get install openssh-client”

Installation:
1. Install the Remote Development Extension Pack;
a. Copy the following command.
ext install ms-vscode-remote.vscode-remote-extensionpack
b. Open VS Code.

Go Debug Terminal Help

Type '2' to get help on the acti

c. Launch VS Code Quick Open (Ctrl + P or 3£P).

d. Paste the command from step 1.a.
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ext install ms-vscode-remote.vscode-remote-extensionpack

v OPEN EDITORS Press Enter to install 'ms-vscode-remote.vscode-remote-extensionpack' from the Marketplace.

\~ NO FOLDER OPENED

You have not yet
opened a folder.

Open Folder

> OUTLINE

> ToDOS

> MAVEN PROJECTS
X ®0A0

e. Hit Enter And Wait for it to install.
f.  Once the installation is complete, you will see a new icon on the side bar.
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Visual Studio Code Remote Development Extension Pack

The Remote Development extension pack allows you to open any folder in a container, on a remote machine, or in the
and take advantage of VS Code's full Feature set. Since this lets you set up a full-time development
environment anywhere, you can:

« Develop on the same operating system you deploy to or use larger, faster, or more specialized hardware than your local
machine.

« Quickly swap between different, isolated development environments and safely make updates without worrying about
impacting your local machine.

« Help new team members / contributors get productive quickly with easily spun up, consistent development containers.

« Take advantage of a Linux based tool-chain right from the comfort of Windows from a full-featured development tool.

No source code needs to be on your local machine to gain these benefits since Remate Development runs commands and extensions
directly on the remote machine.

2. To create Connection
a. Open the command palette (ctri+shift+p or F1 button).
b. Select Remote-SSH:Connect to Host



Debug Terminal Help
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\ SSH TARGETS Remote-55H: Connegs to Host...
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B3 datalab-handout Remote-SSH: Add New SSH Host...

E3 shlab-handout Remote-SSH: Connect Current Window to Host...
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Remote-SSH: Kill VS Code Server on Host.
Remote-55H: Open Configuration File.
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TERMINAL 1: bash v + 0D @ ~ X
Now try logging into the machine, with: "ssh 'sduwal@systems-lab.cs.uno.edu'"
and check to make sure that only the key(s) you wanted re added.

sduwal: $ []

X PP master* O ®O0AO0  Select Postares Server 5 fewer lines

c. Enter the host and your user in the input box.
Select configured SSH host or enter user@host
youruser@remotehost.yourcompany.com

»
Configure SSH Hosts...

You should replace the command with
“uno_username@systems-lab.cs.uno.edu”
d. The command will may open a new window and ask for password.
e. After a moment, VS code will connect to the server and set itself up.
f. After connected, you’ll be given an empty window. You can open a file or a
workspace on the remote machine using File > Open.. or File>Open
Workspace.

Open File Or Folder
/home/clantz/Repos/myapplication/ OK  Show Local
Ml ci-scripting

M microservice

M webapp

g. The status bar will show you your connection status.
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X SSH: remotehost.yourcompany.com

Optional

Although the above approach works, you might want to consider a
key-based approach so that you don’t have to enter you password every time you
connect.

1. Generate a ssh-key.
a. Git bash: ssh-keygen
b. Linux/Mac: ssh-keygen -t rsa -b 4096 -f ~/.ssh/id_rsa

2. Follow the instructions on the terminal. You hit enter to select the default
values.
3. Run the following command in local terminal and follow the instructions.

ssh-copy-id -i ~/.ssh/id_rsa-remote-ssh.pub

uno_username@systems-lab.cs.uno.edu

4. When you connect to the ssh-host for the first time (STEP 2c), use the

following command instead.

ssh -i ~/.ssh/id_rsa-remote-ssh uno_username@systems-lab.cs.uno.edu
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